**评分标准**

|  |  |  |  |
| --- | --- | --- | --- |
| 类别 | 分项 | 评分内容 | 满分 |
| 价格部分（30分） | 报价 | 以满足竞争性磋商文件要求且最终报价最低的供应商的价格为磋商基准价，其价格分为满分。其他供应商的价格分统一按照下列公式计算：供应商报价得分＝（磋商基准价/最终磋商报价）×30%×100（保留两位小数） | 30 |
| 商务部分（20分） | 企业业绩 | 供应商提供2021年10月1日（含）以后（以合同签订日期为准）签订的同类项目合同案例，每提供1 个得 1 分，最多得5分。**注：须将合同原件的扫描件做到响应文件中，否则不得分。** | 5 |
| 企业实力 | 供应商具备中国网络安全审查技术与认证中心颁发的二级（含）以上信息安全风险评估服务资质、信息安全应急处理服务资质、信息系统安全运行维护服务资质，每提供一项加2分，总计6分。**注：须将以上资质证件扫描件做到响应文件中，否则不得分。** | 6 |
| 1、管理体系认证：投标人具有“职业健康安全管理体系认证证书”、“质量管理体系认证证书”、“环境管理体系认证证书”、“信息技术服务管理体系认证证书”、“信息安全管理体系认证证书”，每提供一个得1分，全部具备得5分。2、企业信誉：投标人每提供一个有关诚信类证书得0.5分，最多得4分。**注：须将以上资质证书扫描件做到响应文件中，否则不得分。** | 9 |
| 技术部分(46分) | 实施方案 | 1、根据测评方案编制是否科学、清晰、合理、是否具有针对性进行评审，主要包括整体项目需求分析，等保测评方法，等保测评依据，等保测评工具使用，等保测评工作内容及计划等方面，方案科学清晰合理，测评方案编制可行性的较好的得10分，每有一处缺陷或缺失扣1分，扣完为止。 2、根据在定级备案、差距分析、整改建议和评测方面体现完整性、可行性、专业性的程度进行评审，完整可行专业性较好得5分，每有一处缺陷或缺失扣1分，扣完为止。 3、根据技术服务方案与本项目信息安全规划、安全运维及安全服务保障等要求的符合度进行评审，符合要求较好的得5分，每有一处缺陷或缺失扣1分，扣完为止。 4、响应文件中附有内容完整的售后服务承诺和方案，内容全面、条款完整科学合理的得5分，每有一处缺陷或缺失扣1分，扣完为止。  | 25 |
| 人员配备 | 1. 投入本项目的项目负责人具有网络安全等级测评师证书（高级）、高级信息系统项目管理师、项目管理专业人士资格认证PMP证书、NCSE，每有一项加2分，总计4分。
2. 投入本项目的组成员具有网络安全等级测评师证书（高级）、大数据分析师、高级信息安全管理工程师证书、信息安全工程师和网络（思科或华为）最高认证资质（CCIE或HCIE），每有一项加2分，总计6分。

3、投入本项目的项目组成员具备：计算机技术与软件专业资格（水平）证书（信息安全工程师专业、信息系统项目管理师证书）、CISAW（应急服务专业级）、CWASPL2-EXPERT证书、注册网络安全渗透评估专业人员（NSATP-A）、注册信息安全专业人员证书（CISP）、网络安全能力认证（CCSC）、云计算安全知识认证（CCSK）、网络安全服务能力评价证书-应急响应能力认证（CCSS-R），每有一项加2分，总计6分。**注：须将人员资质证书及人员社保证明材料的扫描件做到响应文件中，同一人员不重复计分，否则不得分。** | 16 |
| 服务工具 | 具有满足测评安全服务要求的测试仪器设备，包括等保工具箱、漏洞扫描设备、数据库扫描设备、信息安全测评联盟等保测评工具、自动化软件漏洞挖掘系统，每有一项得 1 分，最多得 5分； **注：以上内容须提供设备采购合同和购置发票，并将其原件的扫描件做到响应文件中，否则不得分。** | 5 |
| 实施工期承诺（4分） | 工期承诺 | 保证实施工期在2024年11月26日前完成等保测评出具测评报告。能按时完成得4分，不满足不得分。 | 4 |
|  | 合计 | 100 |

**注：1)供应商须将在本次评审办法中所涉及到的有关证明材料扫描件附到电子响应文件中，否则不予认可。供应商对其提供的资料真实性负责，提供虚假证件者，其响应文件按无效处理，并提请有关主管部门依法进行处理。2)各评审专家评分的算术平均值为供应商的最终得分。3)在任何磋商环节中，需磋商小组成员就某项定性的评审结论做出表决的，磋商小组全体成员按照少数服从多数的原则。**